
Hybrid On-Site & Cloud Backup

The Best In-Class Backup  
& Business Continuity Solution

•	 Hybrid on-site & cloud off-site back-up
•	 Features business continuity & 
	 randsomware detection
•	 Image agents
•	 Agentless snapshots
•	 Unlimited cloud storage
•	 Virtual server can start up in half an hour
	 so business can continue as usual off of 
	 the appliance

Never Lose Your Data Again!

Did you know... The average business has $30,000 worth of computer data. And, we have found 
that many of them have little or no protection at all.

To a business owner, your data is priceless. The loss of your data can put you out of business. 	
In fact, according to Home Office Computing magazine, 30% of all businesses that have a 	
major fire go out of business within a year. 70% fail within five years.

CAN YOU AFFORD TO LOSE YOUR DATA?



Watchguard Firewalls

Total Network Protection: Small businesses and remote locations have long been thought of as soft 
targets for attackers. WatchGuard T Series appliances bring enterprise-level network security to those small office/
branch office and small retail environments that matches the reality of today’s distributed work style. Our unique 
product architecture enables smaller businesses to leverage best-in-class security services – from URL filtering and 
intrusion prevention to application control and data loss prevention – minus the cost and complexity of managing 
multiple single-point solutions.

Quick And Simple Deployment: Cloud-based RapidDeploy technology, a configuration and deployment 
tool that comes standard with WatchGuard Firebox appliances, enables IT staff to create and store configuration 
data in the cloud – public or private – and have a new appliance directly shipped to its destination.

Easy To Manage And Understand: Firebox T Series appliances are not only easy to initially configure and 
deploy, they are also designed with an emphasis on centralized management, making ongoing policy and network 
management simple and straightforward. WatchGuard Dimension, included with purchase, provides a suite of big 
data visibility and reporting tools that instantly identify and distill key network security threats, issues and trends so 
you can take immediate preventive or corrective action. Security is complex, running it doesn’t have to be.

• Wireless versions of the T10, T30 and T50 use 
802.11a/b/g/n/ac technology for a much more 
responsive wireless network connection and expanded 
range for 2.4 GHz or less-crowded 5 GHz band.
• All logging and reporting functions included with 
purchase
• Up to 7 Gigabit Ethernet ports support  gigabit 
WAN connections.
• Includes SSL and IPSec VPN for flex-ibility in 
remote access with support for Apple iOS devices 
such as the iPhone, iPad, and iPod touch.
• T30 and T50 models include a PoE port to power a 
peripheral device such as a WatchGuard Secure Wi-Fi 
Access Point, allowing to extend the reach of their 
networks without having to run costly AC power to the 
remote device.
• Multiple WAN allowing for multiple internet 
connections for redundancy

Firewall: Stateful packet inspection, deep packet 
inspection, proxy firewall

Application proxies: HTTP, HTTPS, SMTP, FTP, 
DNS, TCP, POP3 

Threat protection: DoS attacks, fragmented 
packets, blended threats and more 

VoIP: H.323, SIP, call setup and session 
security 

Filtering options: Browser Safe Search, YouTube 
for Schools, Google for Business

Security subscriptions: APT Blocker, IPS, 
Gateway AV, WebBlocker, App Control, Data Loss 
Prevention,  Reputation Enabled Defense, Mobile 
Security, Network Discovery, spamBlocker, Threat 
Detection &  Response

Features & Benefits Security Features


